Paper details:
Reading from the following materials (references attached), along with 1-2 additional references.
[bookmark: _GoBack]Hess, M., & Cottrell, J. (2016). Fraud risk management: A small business perspective. Business Horizons, 59(1), 13-18. doi: 10.1016/j.bushor.2015.09.005
Hutchings, A., Smith, R., & James, L. (2013). Trends & Issues in Crime and Criminal Justice. Issue 456, pp.1-8
Essay instructions:
Address the following prompts to help with summarizing what you have learned about the potential risks related to Internet hackers and thieves. Along with what it takes to protect sensitive information from theft in small businesses.

•	Identify a list of at least 4 potential risks related to hackers and protecting sensitive business and customer information in a small business.
•	Provide a narrative for each of the identified Internet security risks with a description of how the security risk operates.
•	Provide a best practice preventive measure narrative for each of the Internet security risks identified, with a description of how the preventive measures will minimize the security risks.
•	Consider the trend for small businesses taking advantage of Cloud computing resources and answer whether you think Cloud computing is secure; why or why not? (This is in addition to the 4 potential risks you identified)

Essay should include strong introduction/conclusion.
